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# Лабораторная работа №2

**Тема:** Факторизация числа

**Вариант:** А

**Задание:**

1. Получить номер варианта: свое ФИО подать на вход в хеш-функцию, являющуюся стандартом, выход хеш-функции представить в шестнадцатеричном виде и рассматривать младший разряд как номер варианта.
2. Разложить число из своего варианта на нетривиальные сомножители.

# Описание

*Факторизацией натурального числа* называется его разложение в произведение простых множителей. Существование и единственность (с точностью до порядка следования множителей) такого разложения следует из основной теоремы арифметики.

В отличие от задачи распознавания простоты числа, факторизация предположительно является вычислительно сложной задачей. В настоящее время неизвестно, существует ли эффективный не квантовый алгоритм факторизации целых чисел. Однако доказательства того, что не существует решения этой задачи за полиномиальное время, также нет.

Предположение о том, что для больших чисел задача факторизации является вычислительно сложной, лежит в основе широко используемых алгоритмов (например, RSA). Многие области математики и информатики находят применение в решении этой задачи. Среди них: эллиптические кривые, алгебраическая теория чисел и квантовые вычисления.

RSA сам по себе не является практически надежным (semantically secured), так как при одних и тех же значениях входных параметров (ключа и сообщения) выдаёт одинаковый результат. Однако, его удобно использовать как вспомогательный алгоритм, для шифровки, например, сеансового ключа (используется в TLS, а также в ранних версиях PGP). Несложно показать, что задача дешифровки сообщения или ключа, зашифрованного с помощью RSA, сводится к проблеме факторизации целых чисел.

Рассмотрим *общий метод решета числового поля* для факторизации целых чисел.

Общий метод решета числового поля ('general number field sieve, GNFS) — метод факторизации целых чисел. Является наиболее эффективным алгоритмом факторизации чисел длиной более 110 десятичных знаков. Сложность алгоритма оценивается эвристической формулой:

Метод является обобщением специального метода решета числового поля: тогда как последний позволяет факторизовать числа только некоторого специального вида, общий метод работает на множестве целых чисел, за исключением степеней простых чисел (которые факторизуются тривиально извлечением корней).

Метод решета числового поля (как специальный, так и общий) можно представить, как усовершенствование более простого метода — метода рационального решета либо метода квадратичного решета. Подобные им алгоритмы требуют нахождения гладких чисел порядка . Размер этих чисел экспоненциально растёт с ростом . Метод решета числового поля, в свою очередь, требует нахождения гладких чисел субэкспоненциального относительно размера. Благодаря тому, что эти числа меньше, вероятность того, что число такого размера окажется гладким, выше, что и является причиной эффективности метода решета числового поля. Для достижения ускорения вычислений в рамках метода проводятся в числовых полях, что усложняет алгоритм, по сравнению с более простым рациональным решетом.

**Основные принципы**

* Метод факторизации Ферма для факторизации натуральных нечетных чисел n, состоящий в поиске таких целых чисел x и y, что , что ведет к разложению .
* Нахождение подмножества множества целых чисел, произведение которых — квадрат.
* Составление факторной базы: набора , где – простые числа, такие что для некоторого В.
* Просеивание выполняется подобно решету Эратосфена (откуда метод и получил своё название). Решетом служат простые числа факторной базы и их степени. При просеивании число не «вычёркивается», а делится на число из решета. Если в результате число оказалось единицей, то оно B-гладкое.
* Основная идея состоит в том, чтобы вместо перебора чисел и проверки, делятся ли их квадраты по модулю n на простые числа из факторной базы, перебираются простые числа из базы и сразу для всех чисел вида проверяется, делятся ли они на это простое число или его степень.

# Ход выполнения работы:

1. *Вычисление номера варианта.*

Для вычисления номера варианта я использовал стандартную хэш-функцию класса String в Java.

*public class* CRLab2 {  
 *public static void* main (String[] args) {  
 String name = "Семин Александр Витальевич";  
 String hexString = Integer.toHexString(name.hashCode());  
 System.out.println(hexString);  
 System.out.println("Младший разряд: " + hexString.charAt(hexString.length()-1));  
 }  
}

Сама хэш-функция, переопределенная в классе String, выглядит следующим образом:

*public int* hashCode() { *int* h = hash;  
 *if* (h == 0 && !hashIsZero) {  
 h = isLatin1() ? StringLatin1.hashCode(value)  
 : StringUTF16.hashCode(value);  
 *if* (h == 0) {  
 hashIsZero = *true*;  
 } *else* {  
 hash = h;  
 }  
 }  
 *return* h;  
}

**Результат выполнения:**

90e24efa

Младший разряд: a

Таким образом, вариант:

**A) 3302162940072778035450573760697851543043791391185512718142542410727**

1. *Разложение числа на нетривиальные сомножители.*

Для разложения я использовал онлайн-сервис [[2]](#_Integer_factorization_calculator):

* 3 302162 940072 778035 450573 760697 851543 043791 391185 512718 142542 410727 (67 digits) = 1691 488370 810223 563311 758987 619933 (34 digits) × 1952 223259 147233 007605 134846 304019 (34 digits)
* Time elapsed: 0d 0h 0m 23.7s

# Выводы

В ходе выполнения работы я изучил более подробно, что такое факторизация числа, актуальность задачи, ее применение в криптографии, реализацию с помощью различных алгоритмов. Также рассмотрел наиболее эффективный алгоритм факторизации чисел длиной более 110 десятичных знаков и факторизовал число из 67 знаков.
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